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Liaison Statement

	Liaison Statement Title:
	LS to 3GPP SA3 to consider appropriate authorization and authentication when providing network slice access



	Source Meeting Information

	Meeting Number
	Meeting Date
	Meeting Location

	5GSTF#20
	07/11/2019
	Remote call



	Document Details

	Document Number:
	Creation Date:
	Document Author:

	001_2	2019-11-08
	Amy Lemberger

	Originating GSMA Source:
	Deadline for response:
	Liaison Statement Contact

	5GSTF
	Fill in Date if any
	GSMALiaisons@gsma.com

	Security Classification
	Non-confidential



	Action Required by Recipient

	Internal Recipients:
	GSMA eSIM

	External Recipients:
	3GPP SA3


Introduction
GSMA’s eSIM working group and the 5GSTF have been considering the way in which a mobile device, managed from one network slice, is authenticated when it consumes resources from another network slice. 
Requirements for Device Authorisation and Authentication between Network Slices
When correctly authenticated UE access the network they may be able to access/consume resources from a secondary network slice. This may be at device or application level. At present it is unclear how a secondary set of authentication and authorisation will occur. 
Observation:SA3 is currently studying, in the process of specifying procedures for Slice specific authentication after primary authentication. The Slice specific authentication and authorization, based on EAP methods, will allow the device to access and consume resources from a particular slice. 

This is required to limit the misuse of network resources within network slice environments.
Observation: Resource  consumption of network and Slice elements are controlled by authorization for the usage, based on the subscription data.
The requirements should enable a seamless means for an enterprise / slice operator to authenticate devices accessing the slice following a successful primary authentication. 
Actions
The GSMA eSIM group and 5GSTF would like to understand SA3’s intention to implement authentication and authorisation requirements for the UE for this movement or resource access to occur. 
[bookmark: _GoBack]Proposal: Reply to GSMA citing SA3’s intention to provide operators and enterprises to support access and resource control for network Slices based on slice specific authentication after primary authentication. 
Next Meetings
13th Jan 2020  
27th Jan 2020  
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